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**Мета роботи:**

1. Знайомство з інтерфейсами ОС Linux.

2. Отримання практичних навиків роботи в середовищах ОС Linux та мобільної ОС – їх графічною

оболонкою, входом і виходом з системи, ознайомлення зі структурою робочого столу, вивчення

основних дій та налаштувань при роботі в системі

**Матеріальне забезпечення занять**

1. ЕОМ типу IBM PC.

2. ОС сімейства Windows (Windows 7).

3. Віртуальна машина – Virtual Box (Oracle).

4. Операційна система GNU/Linux – CentOS.

5. Сайт мережевої академії Cisco netacad.com та його онлайн курси по Linux

**Завдання для попередньої підготовки**

***Готував матеріал студент Румянцев Геннадій***

1. Прочитайте короткі теоретичні відомості до лабораторної роботи та зробіть невеличкий словник базових англійських термінів з питань класифікації ОС.

|  |  |
| --- | --- |
| **Термін англійською** | Термін українською |
| **Operating System** | Операційна система |
| **Server Applications** | Серверні програми |
| **The command line interface** | Інтерфейс командного рядка |
| **Traffic** | трафік |
| **Central processing unit (CPU)** | Центральний процессор |
| **Hardware** | обладнання |
| **The kernel** | Ядро |
| **Implementation** | Забезпечення, впровадження |

**4.** Define the following concepts:

- CLI mode

- Terminal based on graphical user interface

Command line interface (CLI) is a type of text interface between a person and a computer, in which instructions to the computer are given mainly by entering text strings (commands) from the keyboard, in UNIX systems it is possible to use a mouse.

Terminal based on graphical user interface is embodied by multi-window mode, changes in color, size, visibility (transparency, semi-transparency, invisibility) of windows, their location, sorting of window elements, flexible settings of both the windows themselves and their individual elements (files, folders, shortcuts, fonts, etc.), the availability of multi-user settings.

*Хід роботи*

*Готував матеріал студент Румянцев Геннадій*

1.1

1. The database server:

• MySQL is the most common open database that supports most programming languages.

• PostgreSQL - open relational database that offers more advanced functions and supports more complex requests.

• Mongodb is the NOSQL database that stores data in JSON format and can work with large data volumes.

2. Servers of posting messages:

• Postfix is a mail server that can send and receive electronic messages based on the SMTP protocol.

• Sendmail is another postal server that supports many protocols and is one of the most widely used mail servers.

• Exim is a mail server that supports various protocols and can work with a large number of users.

3. Files:

• Samba - allows Linux users to exchange files with Windows users in one local network.

• VSFTPD is a FTP server that allows users to exchange files with remote servers on the FTP protocol.

• PROFTPD is another open source FTP server that can be used to exchange files between remote servers.

1.2

Each of the shells (Bourne, C, Bash, TCSH, KSH and ZSH) has its own characteristics. Bourne Shell (SH) is one of the oldest UNIX shell and is used in many script programming scenarios. Cell (CSH) has convenient functions, such as the history of commands and auto -filling, but can be less intuitive and more prone to errors. The Bourne Again Shell (Bash) is one of the most common Linux shells, which includes most of the SH and CSH functions, and also has many additional opportunities that make the programming of scripts more convenient. Tenex C Shell (TCSH) is based on CSH and has more convenient functions, such as improved auto -filling and color backlighting. Korn Shell (KSH) is based on SH, but has many capabilities from CSH and Bash, making programming scripts more convenient and understandable. Z Shell (ZSH) supports many functions from Bash and has many own capabilities, making it the most advanced shell, but can be less intuitive to some users

1.3

Linux has several packages managers, for example: Apt, Yum, Pacman, Portage, ZyPper, Snap and Flatpak. Each of them is intended for use in specific distributions of Linux, has its own characteristics and is able to control packages of various formats (for example, .deb, .rpm and .Snap

1.4

Linux is a safe and reliable operating system with a wide set of security mechanisms. Some of them include:

1. Access for monitoring access to files and catalogs.

2.Selinux - a set of security mechanisms to manage access to system resources and control of user and process actions.

3.Apparmor - security mechanism to limit the access of applications to system resources and monitoring the actions of processes.

4. IPTABles Firewall to configure safety rules for blocking or resolving access to network ports and addresses.

5. Antivirus software to protect the system from malicious programs.

6. Shifting disk and file systems to protect confidential data.

7. Safety renovation updates to correct vulnerabilities in the nucleus, applications and libraries.

In general, Linux is an excellent choice for critical systems due to its security mechanisms and reliability

1.5

The use of virtualization is relevant for several reasons:

1.Savings of resources: the ability to launch several virtual machines on one server allows you to save resources and reduce the number of physical servers. 2.Management and scaling: virtualization simplifies the management and scaling of server infrastructure, allowing you to easily add, remove or scale virtual machines depending on the load. 3.Isolation: virtualization allows you to isolate each virtual machine from others, increasing safety and reducing the risks of system disruption. 4.Testing and development: Virtualization simplifies the testing and development of software, allowing you to create virtual environments for testing and development without the need to have physical servers. 5.Reserve and recovery: virtualization allows you to easily create backups and restore systems in case of failures or errors, ensuring the reliability and safety of data. 6.Mobility: the ability to move virtual machines between physical servers or clouds provides mobility and flexibility of working with the system.

As a result, the use of virtualization provides economic, technical and functional advantages that help reduce the costs of IT infrastructure, increase the safety and reliability of the system, as well as simplify the management and scaling of server infrastructure